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Thank you for your interest in becoming a Private Service Provider and being a 
part of the Department of Justice’s Applicant Communication Network 

 
Pursuant to California Penal Code section 11077.2, the Office of the Attorney General was 
required to establish an applicant communication network to facilitate the submission of requests 
for criminal offender record information (CORI) to the Department of Justice (DOJ) for 
employment, licensing, certification, custodial child placement, and adoption purposes, effective 
July 1, 2004.  Since its establishment, this new applicant communication network has enabled 
Private Service Providers in California to connect directly to the DOJ for purposes of 
transmitting electronic applicant fingerprint transactions. 
 
The attached information, which includes basic requirements for establishing a connection to the 
applicant communication network and the Terms and Conditions for Private Service Providers in 
California, should provide you with an understanding of the applicant communication network, 
the connection process, and help you determine whether you would be able to connect to the 
applicant communication network and submit Applicant fingerprints to the DOJ as a Private 
Service Provider. 
 
The basic requirements for establishing a connection to the DOJ’s applicant communication 
network are as follows:  
 
< You must possess a valid “Fingerprint Roller Certificate” issued pursuant to California 

Penal Code section 11102.1.  Certification information can be accessed at 
http://ag.ca.gov/fingerprints/finger_cert.htm or by calling the DOJ’s Fingerprint 
Roller Certification Program at (916) 227-6420.    

< You must agree to all requirements set forth in the “Terms and Conditions for Private 
Service Providers in California” which establish the minimum internal controls deemed 
necessary by the DOJ to adequately protect the security and stability of the applicant 
communication network and the privacy rights of individual applicants.  The “Terms and 
Conditions for Private Service Providers in California” are included in this application 
packet or can be accessed at http://ag.ca.gov/fingerprints/electronic.htm.  

< You must establish a DOJ Billing Account for processing State and Federal CORI 
requests and their associated fingerprint fees.  The Billing Account Application form is 
included in this application packet or can also be obtained by calling the DOJ’s Live Scan 
Billing Unit at (916) 227-3870. 

 
< You will be independently responsible for securing all hardware, software, and 

telecommunication service or linkage necessary to accomplish a connection to the DOJ 
applicant communication network.  You are strongly advised to contact the Record 
Information and Services Program (RISP), which provides oversight to Private Service 
Providers, prior to purchasing any hardware or software.  The RISP Field Representative 
responsible for the county your Live Scan device will reside in is included in this 
application packet or can also be obtained by calling the RISP’s Field Representative 
main telephone line at (916) 227-3332.  

< You must use only hardware and software that is currently approved and certified by 
DOJ, the National Institute of Standards and Technology, and the Federal Bureau of 
Investigation.   

 
 

http://ag.ca.gov/fingerprints/finger_cert.htm
http://ag.ca.gov/fingerprints/electronic.htm


 
 

 
Becoming a Private Service Provider 

 
After you have obtained a Fingerprint Roller Certificate, agree to and have signed the Terms and 
Conditions and have a Billing Number assigned, you are ready to contact a DOJ certified live 
scan vendor to obtain information regarding a live scan device and connection costs.  The DOJ 
Certified Live Scan Vendor contact listing is included in this application packet for your 
convenience or you may contact the RISP’s Field Representative main telephone line at (916) 
227-3332 and a listing will be emailed, faxed or mailed to you. 
 
As a Private Service Provider, you may have the option to either connect directly to the applicant 
communication network or connect via a Peer Provider.  If you decide to directly connect to the 
applicant communication network, the RISP Field Representative assigned to your county will 
be able to assist you.  However, some basic requirements for direct connection to the applicant 
communication network include: 
 

• Connection via a minimum 56K frame relay circuit from AT&T.  
• Utilization of a 1700 class router.  Depending on number of transactions, a Private 

Service Provider may wish to consult DOJ Network Services for recommendation 
and approval to utilize a router or other equipment with greater capacity.   

 
If you decide to indirectly connect to the applicant communication network via a Peer Provider, 
you may contact any of the four Certified Peer Provider Service vendors located in California for 
more information. One basic security requirement for a Private Service Provider to indirectly 
connect to the applicant communication network includes: 
 

• Encryption utilizing a minimum 128 bit key and if a firewall is required, it should be 
at a minimum of EAL2 of the Federally adopted common criteria.  This requirement 
is best accomplished via a secure Virtual Private Network.  A dial-up connection 
generally will not meet these requirements. 

 
A Peer Provider guarantees that their Server prevents the editing, altering or changing of any 
record data you transmit; provides reasonable assurance that no duplicate records will be 
forwarded to DOJ; protects against outside access to sensitive data by their clients or by the 
general public through any accidental or deliberate intrusion and has sufficient storage capacity 
to ensure that all records are transmitted to DOJ within 24 hours of receipt. 
 
Also, the server is required to be located in secure areas such as Data Centers with controlled 
access points and a secure ID/entry process.  Installation in any open area that allows physical 
access to anyone without authorization and without the completion of a secure access process is 
a security violation and should be immediately reported. 
  
Once again, thank you for your interest in becoming a Private Service Provider. 
Please note:  All information contained in this application packet should be mailed to: 

 
Record Information and Services Program  
4949 Broadway  Sacramento, CA 95820 
Attn: Please write your Field Representative’s name    Room C121  
 

If approved, you will receive a confirmation letter approving you as a Private Service Provider, 
which should be retained for your records. 
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CALIFORNIA DEPARTMENT OF JUSTICE 

BUREAU OF CRIMINAL IDENTIFICATION AND INFORMATION 
 

APPLICANT COMMUNICATION NETWORK 
 
 TERMS AND CONDITIONS FOR PRIVATE SERVICE PROVIDERS IN CALIFORNIA 
 
Private service providers in California, approved by the Department of Justice (DOJ) to establish 
and maintain a connection to the DOJ Applicant Communication Network for purposes of 
transmitting non-criminal justice requests for criminal offender record information to DOJ, shall 
be required to comply with all requirements set forth in this document. 
 
1. Definitions
 

For purposes of this document, terms are defined as follows: 
 

1.01 Applicant - Any person who, as a condition of obtaining a license, certificate, 
permit, or employment, is required to submit his/her fingerprints to DOJ for a 
criminal background check. 

 
1.02 Applicant Information - Personal and confidential information, regarding an 

Applicant, including fingerprint images, Social Security Number, California 
Driver=s License, or any other personal identification numbers provided by or 
collected from an Applicant, which is relevant and necessary to accomplish an 
electronic fingerprint transaction for transmission to DOJ. 

 
1.03 Live Scan - A computer-based device that allows for the capture of digitized 

fingerprint images and Applicant data, and the electronic transmission of 
fingerprint images and data to centralized computers at DOJ. 

 
1.04 Network - The electronic communication system, established by DOJ pursuant to 

section 11077.2 of the California Penal Code, to facilitate the transmission of 
requests for criminal offender record information from private service providers 
in California. 

 
1.05 Operator - Any person who operates a Live Scan device and/or provides 

Applicant fingerprinting services on behalf of a DOJ-approved Provider. 
 

1.06 Provider - A private fingerprint service provider in California, approved by DOJ 
to establish a connection to the DOJ Applicant Communication Network for 
purposes of transmitting electronic Applicant transactions for criminal offender 
record information to DOJ for employment, licensing, certification, or custodial 
child placement purposes. 

 
1.07 Provider Representative - The person duly authorized to represent the Provider 

and act on its behalf, with defined authority for implementing and ensuring 
ongoing compliance with all requirements set forth in these Terms and  
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 Conditions.  The Provider Representative must be a California resident and is 
subject to the Certification requirements set forth in section 3.02 of this document.  
For the purposes of the duties and responsibilities set forth in this document, the 
Provider Representative and the Provider shall be considered to be one and the 
same. 

 
2. Scope
 

2.01 This document establishes the minimum internal controls deemed necessary by 
DOJ to adequately protect the security and stability of the Network, and the 
privacy rights of individual Applicants.  The Provider may impose any additional, 
more stringent controls it deems necessary and/or appropriate. 

 
2.02 The Terms and Conditions apply to all personnel, equipment, software, systems, 

networks, communication links, and facilities supporting and/or acting on behalf 
of the Provider. 

 
2.03 Approval to establish and maintain connectivity to the Network, either directly or 

indirectly, shall be contingent upon full compliance at all times with all 
requirements set forth in this document.  Failure or refusal to fully comply with 
all requirements herein may result in the temporary or permanent termination of 
the Provider=s direct connection to the Network, ability to transmit electronic 
fingerprints to DOJ through an indirect Network connection, or ability to forward 
electronic fingerprints to DOJ on behalf of other DOJ-approved Provider(s). 

 
3. Personnel Security
 

3.01 The Provider shall be responsible for the actions of any person or entity acting on 
its behalf and/or providing services in support of it. 

 
3.02 Unless exempted under the provisions of section 11102.1(a) of the California 

Penal Code, the Provider, and every Operator providing services on a Provider=s 
behalf, shall possess and maintain a valid Fingerprint Roller Certificate issued by 
DOJ.  The Provider shall not allow any Operator to provide fingerprint services 
on its behalf unless he/she possesses a valid Fingerprint Roller Certificate. 

 
3.03 The Provider shall maintain a current list of all Operators providing fingerprint 

services on its behalf.  A copy of the list shall be provided to DOJ upon request. 
 
4. Site Security
 

4.01 All hardware and software associated with the capture and/or transmission of 
Applicant fingerprints to DOJ shall be adequately secured at all times to 
reasonably protect against theft, damage, and/or unauthorized access or use by  
any person. 
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5. Information Security
 

5.01 Applicant information is confidential and the use of this information for any 
purpose other than the purpose for which it was expressly provided by the 
Applicant is strictly prohibited.  Violation of an Applicant=s absolute right to 
privacy may subject the Provider and/or its Operator(s) to criminal and/or civil 
liability, and may result in termination of the Provider=s connectivity as cited in 
Section 2.03. 

 
5.02 Except as expressly authorized by DOJ, Applicant information shall not be 

replicated, sold, shared, modified, archived, stored, or used to supplement any 
existing data base, file, record or report, or create any new data base, file, record 
or report. 

 
5.03 A Provider forwarding electronic fingerprint records to DOJ on behalf of another 

DOJ-approved Provider is strictly prohibited from stripping or extracting any data 
from the records it forwards, except as expressly authorized in writing by DOJ. 

 
5.04 Applicant information, as defined in Section 1.02, shall not be collected or 

transmitted outside of the State of California. 
 

5.05 Applicant information, as defined in Section 1.02, shall be collected and verified 
by the Live Scan Operator conducting the transaction. 

 
5.06 The Live Scan Operator shall reasonably verify the identity of each Applicant by 

comparison to a valid (unexpired) photo identification, presented at the time of 
fingerprinting, to the appearance of the Applicant, and to the information 
contained on the Request for Live Scan Services form.  Fingerprint services shall 
not be provided to any Applicant who does not present proper and valid photo 
identification, and whose identity cannot be reasonably verified through this 
comparison. 

 
5.07 Once a transaction has been transmitted, the Provider is strictly prohibited from 

using a previously captured fingerprint image for any purpose other than 
resubmitting a record that was rejected by DOJ due to faulty data. 

 
5.08 Applicant fingerprint transaction records may be temporarily retained in an 

electronic storage medium, within the Live Scan device, pending successful 
transmission of the record to DOJ.  In no event, however, may any Applicant 
fingerprint image or record be retained, in either electronic or hard copy form, for 
longer than 30 calendar days from the date of the initial transmission of the 
fingerprint record to DOJ or immediately upon the Provider  no longer conducting 
business, whichever one comes first.  Civil Code section 1798.8  states, “A 
business shall take all reasonable steps to destroy, or arrange for the destruction of  
a customer's records within its custody or control containing personal information 
which is no longer to be retained by the business by (1) shredding, (2) erasing, or 
(3) otherwise modifying the personal information in those records to make it 
unreadable or undecipherable through any means.” 

 
 

 
  Page 3 of 9 



 
5.09 Every person who, in the course of their normal duties, collects, processes, 

facilitates, or supports the transmission of Applicant fingerprints to DOJ, or who 
manages, administers, accesses, develops, or maintains the systems supporting the 
Provider, shall be required to sign a DOJ Security and Disclosure Certification 
form, appended hereto, acknowledging that they understand their responsibilities 
for protecting confidential Applicant information, the restrictions concerning the 
use of such information, and the penalties for misuse.  Signed copies of the 
Certification forms shall be retained by the Provider and shall be made available 
to DOJ upon request. 

 
6. System Security
 

6.01  A dedicated system shall be utilized for transmitting electronic Applicant 
fingerprints to DOJ.  The Provider shall not use the system to run any other 
business application(s), unless expressly authorized by DOJ in advance. 

 
6.02 The Provider shall obtain DOJ approval prior to establishing any network linkage 

to another DOJ-approved Provider (peer to peer), for the purpose of 
accomplishing an indirect connection to the Network. 

 
6.03 Any network linkage authorized by DOJ pursuant to section 6.02, which allows 

electronic Applicant fingerprints to be transmitted from the Live Scan Provider, 
and forwarded to DOJ through another Provider=s direct connection to the 
Network (peer to peer relationship) via WAN, LAN, or Internet, shall be secured 
by a firewall to provide a point of defense, and a controlled and audited access to 
servers, from both inside and outside of the network. 

 
6.04 The DOJ-approved transmission path, which enables connectivity to the Network, 

originating from the Live Scan Provider, and transversing through any inter-
connected systems, and ultimately terminating at DOJ, shall not be modified in 
any way without advance notice to, and express written approval from DOJ. 

 
6.05 All equipment used for transmitting and/or forwarding electronic Applicant 

fingerprints to DOJ shall be segregated and screened against unauthorized use.  
Data integrity must be maintained in order to detect the unauthorized creation, 
alteration, or deletion of Applicant data or images. 

 
6.06 All unused user or system accounts shall be removed or disabled. 

 
7. Security Violations
 

7.01 All security violations, or suspected security violations shall be immediately 
reported to DOJ.  Reports of security violations shall include the date of the 
incident(s), the parties involved (if known), the nature and scope of the incident, 
and any action(s) taken, including steps to protect against future violations. 

 
 
 
 

 
  

Page 4 of 9 



 
7.02 DOJ reserves the right to investigate all reported or suspected security violations 

and to take any action it deems appropriate and/or necessary to protect the 
security and stability of the Network and the privacy rights of individual 
applicants, including termination of the Provider=s connection to the Network as 
cited in Section 2.03. 

 
8. Quality Controls 
 

8.01 Remedial training may be required if, at any time, DOJ determines that the rate of 
record rejects due to poor image quality, or data errors, exceeds acceptable levels.  
Failure to obtain appropriate training and resolve unacceptable fingerprint record 
reject levels in a timely manner may result in termination of the Provider=s 
connectivity to the Network as cited in Section 2.03. 

 
8.02 The Provider shall only utilize hardware and software that is currently certified 

and approved by DOJ for the Applicant software type, the National Institute of 
Standards and Technology, and the Federal Bureau of Investigation (FBI). 

 
8.03 All equipment associated with the capture and transmission of electronic 

Applicant fingerprint records shall be maintained in good working condition at all 
times. 

 
8.04 All manufacturer software upgrades, including the installation of any patches 

deemed necessary by the manufacturer, shall be applied in a timely fashion and 
shall remain current. 

 
8.05 All DOJ customization software upgrades and DOJ validation table updates shall 

be applied in a timely fashion and shall remain current. 
 

8.06 All Applicant fingerprint records shall be transmitted to DOJ within 24-hours 
from the time the fingerprints were obtained from the Applicant. 

 
8.07 Except as specifically provided herein, a provider shall not transmit or forward an 

applicant fingerprint transaction to the DOJ more than one time.  The Provider 
shall be responsible for applicable DOJ and FBI processing fees associated with 
any duplicate transaction it transmits to the DOJ through its direct network 
connection, including any duplicate transaction that it allows to be forwarded on 
behalf of another DOJ approved provider (peer to peer relationship). 

 
8.08 Upon DOJ’s request, a DOJ approved provider forwarding electronic Applicant 

fingerprints on behalf of another Provider (peer to peer relationship) shall disable  
a Provider’s connection to the Network as cited in Section 2.03.  

  
8.09 The Provider shall maintain a log of all Applicant fingerprint transactions.  The 

log shall clearly identify the name of the Operator who performed each 
transaction, the name of the Applicant fingerprinted, the date the Applicant was 
fingerprinted, the type of photo identification presented, and the Applicant 
Tracking Identifier (ATI) number associated with the transaction.  The Provider 
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 shall maintain the log for a minimum of one year from the date of the oldest 

transaction, and shall make the log available to DOJ upon request.  Access to the 
log shall be controlled by the Provider. 

 
 8.10 The Provider shall retain a copy of the ARequest for Live Scan Service@ form 

associated with each Applicant fingerprint transaction for a period of 12 months, 
for purposes of security audit review.  The copies shall be stored in a locked 
storage medium to reasonably protect against theft, damage, or access by any 
unauthorized person.  The copies shall be destroyed by cross-cut shredding after 
the 12-month retention period has elapsed or immediately upon the Provider  no 
longer conducting business, whichever one comes first.  Civil Code section 
1798.81  states, “A business shall take all reasonable steps to destroy, or arrange 
for the destruction of  a customer's records within its custody or control 
containing personal information which is no longer to be retained by the business 
by (1) shredding, (2) erasing, or (3) otherwise modifying the personal information 
in those records to make it unreadable or undecipherable through any means.” 

 
9. Fees 
 

9.01 The Provider shall establish a billing account with DOJ for purposes of collecting 
and remitting DOJ and FBI processing fees. 

 
9.02 DOJ and FBI processing fees that are not billable to the requesting entity shall be 

collected by the Provider at the time fingerprint services are rendered to the 
Applicant.  All processing fees shall be remitted to DOJ in a timely manner by the 
Provider.  Failure to remit payment in a timely manner may result in termination 
of the Provider=s Network connection as cited in Section 2.03. 

 
9.03 The Provider may charge the Applicant a separate fingerprint rolling fee as 

compensation for its services.  The amount of the fee, and acceptable method(s) 
of payment shall be determined by the Provider. 

 
9.04 Any Applicant who returns to the Provider to be reprinted because his/her initial 

fingerprint submission was rejected due to poor fingerprint image quality, shall 
not be charged an additional rolling fee by the Provider.  The Applicant may, 
however, be charged a rolling fee if the original fingerprint transaction was 
performed by a different service Provider. 

 
10. Audits 
 

10.01 The Provider shall be subject to periodic, unannounced, on-site visits by DOJ to 
audit for compliance with the provisions of the Terms and Conditions, and any 
applicable laws, regulations, policies, practices, or other requirements deemed 
necessary by DOJ.  The audits shall be reasonable in both scope and length, and 
shall occur during the Provider=s normal business hours.  Audits will be conducted 
in a manner that is least disruptive to the Provider=s business operations. 
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10.02 Failure to cooperate, and/or refusal to provide documents, logs, lists, files, records 

or any other information requested by DOJ, may  result in the temporary or 
permanent termination of the Provider=s connection to the Network as cited in 
Section 2.03. 

 
11. Miscellaneous Provisions 
 

11.01 These Terms and Conditions do not confer, grant, or authorize any rights or 
privileges to any entity or person other than the Provider and the Provider=s 
authorized representative. 

 
11.02 All reports, notices, requests, and/or correspondence shall be forwarded by First 

Class Mail to: 
 

Bureau Chief 
Bureau of Criminal Identification and Information 
Department of Justice 
P.O. Box 903417 
Sacramento, CA 94203-4170 
 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

                                                                  Page 7 of 9                                                              7/1/06 

 



 
CALIFORNIA DEPARTMENT OF JUSTICE 

APPLICANT COMMUNICATION NETWORK 
AGREEMENT TO TERMS AND CONDITIONS 

FOR PRIVATE SERVICE PROVIDERS IN CALIFORNIA 
 
 
Provider:  ____________________________________________________________________ 

Provider Representative:  ________________________________________________________ 

Mailing Address: ______________________________________________________________ 

Telephone Number: _____________________  Facsimile Number: ______________________ 

Email Address: ________________________________________________________________ 

The Provider=s connection to the Department of Justice (DOJ) Applicant Communication 
Network is contingent upon implementation of, and adherence at all times, to all requirements set 
forth in the Terms and Conditions, including any changes thereto. 
 
DOJ reserves the right to amend or modify the Terms and Conditions, and/or impose additional 
requirements and/or restrictions, at any time it deems necessary to protect the stability and 
security of the Network. 
 
DOJ reserves the right to terminate the Provider=s connection to the Network at any time, without 
prior notice, if it has reason to believe that the security or stability of the Network has been, or 
will be, compromised in any way. 
 
This Agreement is not effective unless, and until, approved by DOJ, and signed by both parties.   
 
In signing this Agreement, I certify that I have read and understand the foregoing Terms and 
Conditions for establishing and maintaining a connection to the DOJ Applicant Communication 
Network, and agree to and accept responsibility for compliance with all requirements therein. 
 
 
_____________________________________ _____________________________ 
Signature of Provider Representative Date  
 
Approved: 
 
 
_____________________________________ _____________________________ 
DOJ Representative (Printed Name)    Title 
 
_____________________________________ _____________________________ 
Signature of DOJ Representative    Date 
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 APPENDIX A 
Live Scan Service Providers 

Security and Disclosure Certification 
 
Individuals providing Live Scan fingerprinting services collect and have access to personal 
Applicant information, including fingerprint images, which is considered to be confidential 
under California law.  The California Department of Justice (DOJ) is committed to protecting the 
privacy rights of individuals, and protecting personal information from unauthorized access, use, 
or disclosure.  As an individual providing Live Scan fingerprinting services on behalf of  
_________________________, you are responsible for understanding and complying with the 
            (Name of Provider)            following duties and responsibilities related to the protection, 
use and handling of confidential Applicant information. 
 
1)  You may request and collect only that information which is necessary to perform an 

Applicant Live Scan transaction. 
 

2) You may not deliberately enter false or incomplete data or images, or omit or modify 
existing valid data in an attempt to affect the outcome of an Applicant=s criminal history 
background check. 

 
3) You are strictly prohibited from using any personal Applicant information for any 

purpose other than the purpose for which the information was expressly provided by the 
Applicant.  You may not share, replicate, compile, remove, delete, alter, or disclose 
information collected from or regarding Applicants. 

 
4) You may not remove materials from the area approved for the placement and use of a 

Live Scan device and accompanying secured storage areas without specific authorization 
from the DOJ.  The only exception to this is during the use of a portable Live Scan 
device, when materials are transported to and from the site where the Live Scan device is 
used.   

 
5) You must take reasonable precautions to protect Applicant information from 

unauthorized access.  These reasonable precautions include, but are not limited to: 
ensuring that any Live Scan device is unaccessible when unattended; ensuring that 
unauthorized persons are not allowed to view the screen of a Live Scan device; storing 
materials containing confidential information in a secure place; and immediately 
reporting unauthorized or suspicious individuals or activities to the Live Scan Provider or 
to the DOJ.       

 
I have read and understand the duties, responsibilities, and restrictions stated above, and have 
received a copy.  I understand that failure to comply with these policies may result in 
administrative action up to and including criminal and/or civil prosecution in accordance with 
applicable statutes. 
 
____________________________________    _______________________________________ 
Printed Name of Employee    Job Title 
 
______________________________  _________________________________ 
Signature of Employee            Date 
 
BCII LS SD 01 (4-2004) 
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BILLING ACCOUNT 

APPLICATION 
 

Please note:  The DOJ’s Billing Account Application is utilized for a myriad of applicant 
regulatory & law enforcement agencies.  As such, the Billing Account Application is ordinarily 
received by the DOJ at specific address, which is listed on the application.  However, for Private 
Service Providers and the purposes of this application packet, please include the Billing Account 
Application with the information you will be returning to your DOJ Field Representative.   

 
 
The “Becoming a Private Service Provider” application packet, including the 
Billing Account Application, should be mailed to: 
 
Operational Development and Infrastructure Program  
4949 Broadway 
Sacramento, CA 95820 
Attn: Please write your Field Representative’s name 
Room C121 
 
 
 

   

 
 
 
 
 
 
 



 
 
State of California                                                                                                                                                  Department of Justice 

Billing Account Application 
BCII 9000 (orig. 08/05) 

 
 
  Agency Data: _____Sole Proprietorship/Partnership  _____Corporation/Private Provider _____Non-Profit Organization    
                           _____School District     _____Private School              _____Local Government 

  _____Federal Government        _____State Government (Fund Code Required:_________________) 
 

 
  Agency Name: __________________________________________________________________________________  

 Address: _______________________________________________________________________________________
  
 City,  State,  Zip Code:____________________________________________________________________________

  
 Federal Tax Identification Number*:_________________________________________________________________

  
Social Security Number (Sole Proprietorship or Partnership)*: ____________________________________________  
*Either a Federal Tax Identification or Social Security Number must be provided.  
  
Contact Person: _________________________________________________________________________________   

 Telephone Number:_____________________________  Facsimile Number:_________________________________   
Electronic Mail Address: __________________________________________________________________________ 

 
 
 

I, the undersigned, have the authority to conduct business for the agency listed above.  I confirm that all the information on this application is true 
and correct.  I give my permission to the Department of Justice (DOJ) to research and confirm all information provided and to request a credit report 
at any time.  I understand this is an agreement to pay the processing fees associated to the transmission of electronic criminal offender record 
information requests, including fees incurred by duplicate transmissions or other errors on the part of the above agency or its representative(s).  I 
understand this agreement will remain in effect until written cancellation is provided by either party with 30 days notice. 

  
 
Signature                                                          Printed Name  

 
 
Title                        Date 

 
 

Mail to:   Department of Justice     Fax to:    916-227-1149 
 Applicant Processing Program-Live Scan Request 
 P.O. Box 903417 
 Sacramento, CA  94203-4170 

 
 
 

 

 

 
Input By:___________________________             Account #:_______
 
Input Date:_________________________             ORI #:__________
 
 

DOJ Use Only 

_____________________________      Received Date:___________________ 

_____________________________        ACN#:  _________________________ 
 

 
  



 

 

 
CALIFORNIA  

DOJ CERTIFIED  
LIVE SCAN VENDORS 

 
 
 
 
 
 
 
 
 
 
 
 
 



 

 

 

California DOJ Certified Live Scan Vendors 
 
BIOMETRICS4ALL, INC 
www.biometrics4all.com  
2320 Coffman Drive 
Tustin, CA 92782 
T: (714) 914-9988 
Email: info@biometrics4all.com 

COGENT 
www.cogentsystems.com
209 Fair Oaks Avenue 
South Pasadena, CA 91030 
T: 626 799-8090 
Email: info@cogentsystems.com 

 
COMNETIX 
www.comnetix.com
9616 Micron Ave  
Suite 750 
Sacramento, CA  95827 
T: 916-939-8014 
Email: sales@comnetix.com 

CROSSMATCH 
www.crossmatch.com
5891 Rich Hill Way 
Yorba Linda, CA 92886 
T: 866-260-2757 
F: 714-985-9598 
Email: MartinP@crossmatch.com 

DATAWORKS PLUS, INC 
www.dataworksplus.com  
1168 N Pleasantburg Drive 
Greenville, South Carolina  29607  
T: (864) 672-2789  
F: (864) 672-2787 
Email: sales@dataworksplus.com  
 

 NEC 
www.nec.com
10850 Gold Center Drive Suite 200 
Rancho Cordova, California 95670 
T: 800-777-AFIS 
T: 916-463-7000 
F: 916-463-7041 
Email: afis@necafis.com

IDENTIX  
www.identix.com
5600 Rowland Road 
Minnetonka, Minnesota 55343 
T: 952- 932-0888 
F: 952-932-7181 
Email: info@identix.com
 
PRINTRAK 
www.motorola.com/cgiss/how_to_buy.shtml
T: 888-567-7347 
Email: customercare.services@motorola.com

PRIDEROCK HOLDING COMPANY, INC. 
www.priderockholdings.com 
3525 Piedmont Road 
Building 7, Suite 300  Atlanta, GA  30305 
T: 404-364-1868 
F: 678-921-4538 
Email: sales@priderockholdings.com 

  

Peer Provider Service Vendors 
 

Biometrics4All, Inc. 
Contact: Edward Chen 
Phone: (714) 914-9988 - Office 
Email: info@biometrics4all.com 

ComnetiX Inc. 
Contact: To be determined 
Phone: (916) 361-9631 
Fax:  (916) 361-9635   
Email:  

G2Solutions, Inc. 
Contact: Mark or Terri Morrison 
Phone: (800) 709-4861 - Office 
            (678) 423-1835 – Office 
Fax: (678) 423-3938 
Email: Mark.Morrison@g2sinc.com
Email: Terri.Morrison@g2sinc.com
 

Identix Identification Services 
Contact: Casey Mayfield 
Phone: (217) 547-2201 
Email: c.mayfield@sylvanidentix.com 
 
Live Scan California 
Contact: Darrin Scheidle 
Phone: (619) 593-0800 
Toll Free Phone: (877) 743-2638 
Email:  Darrin@livescanca.net
 

http://www.cogentsystems.com/
http://www.comnetix.com/
http://www.dataworksplus.com/
http://www.nec.com/
mailto:afis@necafis.com
http://www.identix.com/
mailto:info@identix.com
http://www.motorola.com/cgiss/how_to_buy.shtml
mailto:customercare.services@motorola.com
mailto:Mark.Morrison@g2sinc.com
mailto:Terri.Morrison@g2sinc.com
mailto:Darrin@livescanca.net
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Field Representative Regional Assignments 
Record Information and Services Program 
 

Central Coast Region 
Jennifer Perez 
(916) 227-7359 
Monterey 
San Benito 
San Francisco  
San Luis Obispo  
San Mateo  
Santa Barbara  
Santa Clara  
Santa Cruz  
Ventura 
ComnetiX  
 
Central Valley Region 
Luis Florendo  
(916) 227-5776   
Fresno 
Inyo 
Kern 
Kings   
Madera  
Riverside 
San Bernardino  
Tulare 
 
Los Angeles Region 
Ken Cottini  
(916) 227-1153  
CDCR  (back-up) 
Los Angeles 
LACRIS 
Biometrics4All 
 
Sara Williams  
(916) 227-3402 
Los Angeles  
 
 
 
 
 
 
 
 

 
Northern Coast Region 
Jackie Travis 
(916) 227-7360  
Alameda 
Contra Costa 
Del Norte  
Humboldt 
Lake 
Marin 
Mendocino 
Napa 
Solano 
Sonoma 
G2Solutions 
 
Northern Region 
John Brodie 
(916) 227-1887 
Alpine  
Amador 
Butte 
Calaveras 
Casinos, CDCR 
Colusa  
El Dorado 
Glenn 
Lassen 
Mariposa 
Merced 
Modoc 
Mono 
Nevada 
Placer 
Plumas 
Sacramento 
San Joaquin 
Shasta 
Sierra 
Siskiyou 
Stanislaus 
Sutter 
Tehama  
Trinity 
Tuolumne 
Yolo 
Yuba 
Identix Ident. Services 

 
Southern Region 
Marie Perez-Gonzalo 
(916) 227-3879 
Imperial 
Orange 
San Diego 
Live Scan California 
 
 
 
 

 


	Becoming a Private Service Provider
	CALIFORNIA

	California DOJ Certified Live Scan Vendors
	COGENT
	COMNETIX

	DATAWORKS PLUS, INC
	T: (864) 672-2789
	Email: sales@dataworksplus.com
	NEC
	IDENTIX
	Email: info@identix.com
	PRINTRAK
	Peer Provider Service Vendors
	Email: c.mayfield@sylvanidentix.com
	Live Scan California
	Email:  Darrin@livescanca.net
	San Francisco
	San Luis Obispo
	San Mateo
	Santa Barbara
	Santa Clara
	Santa Cruz
	Sonoma
	ComnetiX
	Tulare
	Los Angeles
	Los Angeles
	Solano
	G2Solutions
	Northern Region
	John Brodie
	Casinos







